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Abstract of the contribution: it proposes Solution for KI#3: Exposure of the UE data rate and normal data transmission interruption event.
1. Discussion
	5.3
Key Issue #3: 5GS information exposure for XR/media Enhancements

5.3.1
Description

The interaction between application and 5GS is needed to reduce latency, reduce congestion and ensure desired experience for users.

The XR application server could adjust media codec/traffic rate to adapt to network conditions and ensure desired experience for the user.

The QoS flow for XR/media services could be 'GBR' and/or 'Non-GBR'.

This Key Issue will study mechanisms that enable codec/rate adaptation to meet requirements for services.

-
Study the use cases and whether enhancements to the exposure framework are needed for such use cases;

-
What 5GS information needs to be exposed to enable application codec/rate adaptation;

-
How to expose 5GS information for application codec/rate adaptation.

NOTE 1:
Parameters for exposure may be coordinated with RAN and SA WG4.

NOTE 2:
Potential overlap with enhancements done in FS_EDGE_Ph2/FS_UPEAS should be considered.


In FS_XRM SID KI#3, it requests to identify what 5GS information needs to be exposed to enable application codec/rate adaptation. 
<UE data rate >
In general, the data throughput will impact server transmission data rate, and additionally may impact the coding efficiency. The more efficient decoding means the less data throughput but the more power consumption. Hence, the data transmission rate can help the server to do the decision more efficient. The server has supported monitoring the E2E service data rate, but it is still beneficial to report the UE data rate in 5GS link, since it can help the server to judge the bottle neck is in 5GS or the other transport network between the server and the client. 

<The normal data transmission interruption event>
Additionally, due to UE mobility, the UE handover/redirection may cause the data transmission interrupt for a while, i.e. the data rate=0 event. After the handover/redirection finished, the data rate will be resumed. For this event, it is not necessary for the server to decrease its service data throughput or increase the decoding efficiency. Otherwise, as the log figure shown, T1 is the start time of UE handover/redirection, T2 is the end time of handover/redirection, during the period between T2 and T3, there is no data transmission. The reason is Application server stop the service data transmission when it monitors the link data rate decreases to 0. Actually, the server doesn’t need to stop the data transmission, since it is the normal data transmission interruption and will recover soon.
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Figure: log for UE redirection procedure

Observation: exposure of UE data rate for the XRM and normal data transmission interruption event is beneficial for the server to adjust its codec and data throughput.

At release#17, the UPF has already supported to exposure the UE data rate for a QoS flow granularity but the procedure is not defined. The solution proposes to allocate QoS monitoring rule for the UPF to measure and report the data rate for a QoS flow.
	Table 6.4.2-2: QoS flow level Network Data from 5GC NF related to the QoS profile assigned for a particular service (identified by an Application Id or IP filter information)

Information

Source

Description

Timestamp

5GC NF

A time stamp associated with the collected information.

Location

AMF

The UE location information, e.g. cell ID or TAI.

UE ID

AMF

(list of) SUPI(s). If UE IDs are not provided as Target of Analytics Reporting for slice service experience, AMF returns the UE IDs matching the AMF event filters.

DNN

SMF
DNN for the PDU Session which contains the QoS flow.

S-NSSAI

SMF
S-NSSAI for the PDU Session which contains the QoS flow.

Application ID

SMF
Used by NWDAF to identify the application service provider and application for the QoS flow.

UPF info
SMF
UPF ID/address/FQDN information for the UPF serving the UE.
DNAI
SMF
Identifies the access to DN to which the PDN session connects.
IP filter information

SMF

Provided by the SMF, which is used by NWDAF to identify the service data flow for policy control and/or differentiated charging for the QoS flow.

QFI
SMF
QoS Flow Identifier.

QoS flow Bit Rate

UPF

The observed bit rate for UL direction; and

The observed bit rate for DL direction.

QoS flow Packet Delay

UPF

The observed Packet delay for UL direction; and

The observed Packet delay for the DL direction.

Packet transmission
UPF
The observed number of packet transmission.

Packet retransmission

UPF

The observed number of packet retransmission.

NOTE 1:
How NWDAF collects QoS flow Bit Rate, QoS flow Packet Delay, Packet transmission and Packet retransmission information from UPF is not defined in this Release of the specification.



	5.2.26
UPF Services

5.2.26.1
General

The following table shows the UPF Services and UPF Service Operations.

Table 5.2.8.1-1: NF services provided by the UPF

Service Name

Service Operations

Operation Semantics

Example Consumer(s)

Nupf_EventExposure

Notify

Subscribe/Notify
NEF, AF

5.2.26.2
Nupf_EventExposure Service

5.2.26.2.1
General

Service description: This service can expose UPF related information to other NFs. There is one operation for this service:

-
Notifying events on the PDU Session to the NFs.

The following events can be notified to a NF consumer:

-
QoS Monitoring for URLLC: the event notification may contain the QoS Monitoring report as described in clause 5.33.3.2 of TS 23.501 [2].


The event notification may contain following information:

-
QoS monitoring result e.g. end to end delay for specific QoS flow or for specific PDU session.


Proposal2: It is proposed UPF to detect and report the UE data rate.
The normal data transmission interruption is due to UE handover, redirection. In general, during UE handover/redirection procedure, the data transmission is interrupted. But when UE and RAN support handover as defined in TS38.300[X], the data transmission is not interrupted. Furthermore, intra RAN handover/redirection is transparent to the CN. Hence, only the NG RAN can suitable detect the normal data transmission interruption event.
Proposal2: It is proposed NG RAN to detect and report the normal data transmission interruption event.
Proposal

It is proposed to add the following solution to the TR 23.700-60 "Study on architecture enhancement for XR and media services"

START OF CHANGES
6.X
Solution #X: <Exposure of the UE data rate, normal data transmission interruption event and congestion information>

6.X.1
Key Issue mapping

The solution applies to Key Issue #3 5GS information exposure for XR/media Enhancements.
6.X.2
Description
<The useful information to enable application codec/rate adaptation>

<UE data rate >
In general, the data throughput will impact server transmission data rate, and additionally may impact the coding efficiency. The more efficient decoding means the less data throughput but the more power consumption. Hence, the data transmission rate can help the server to do the decision more efficient. The server has supported monitoring the E2E service data rate, but it is still beneficial to report the UE data rate in 5GS link, since it can help the server to judge the bottle neck is in 5GS or the other transport network between the server and the client. 
<The normal data transmission interruption event>
Additionally, due to UE mobility, the UE handover/redirection may cause the data transmission interrupt for a while, i.e. the data rate=0 event. After the handover/redirection finished, the data rate will be resumed. For this event, it is not necessary for the server to decrease its service data throughput or increase the decoding efficiency. Otherwise, as the log figure shown, T1 is the start time of UE handover/redirection, T2 is the end time of handover/redirection, during the period between T2 and T3, there is no data transmission. The reason is Application server stop the service data transmission when it monitors the link data rate decreases to 0. Actually, the server doesn’t need to stop the data transmission, since it is the normal data transmission interruption and will recover soon.
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Figure 6.X.2-1: log for UE redirection procedure
<The congestion information>
The congestion information could reflect the degree of RAN congestion and performance of the NG-RAN for the service. This information could be obtained by the NG-RAN. It could help the application server to take certain actions, e.g. adjust the codec method, timely to better fit the network conditions. 
Hence, exposure of the UE data rate for the XRM and the normal data transmission interruption event, and the congestion information is beneficial for the server to adjust its codec and data throughput.

At release#17, the UPF has already supported to exposure the UE data rate for a QoS flow granularity but the procedure is not defined. The solution proposes to allocate QoS monitoring rule for the UPF to measure and report the data rate for a QoS flow.

The normal data transmission interruption is due to UE handover, redirection. In general, during UE handover/redirection procedure, the data transmission is interrupted. But when UE and RAN support DAPS handover as defined in TS38.300[X], the data transmission is not interrupted. Furthermore, intra RAN handover/redirection is transparent to the CN. Hence, only the NG RAN can suitable detect the normal data transmission interruption event.
The solution is based on the existing Network Exposure functionality with the following enhancement:

-  The AF subscribes the data rate for the service flow, the normal data transmission interruption event of the UE, and the congestion information.

-  The PCF generates the QoS monitoring policies for the data rate measurement, the normal data transmission interruption event measurement, the congestion information measurement.
-  The SMF generates the QoS Monitoring configuration for UPF: data rate measurement indication, data rate measure frequency, date rate report threshold.

-  The SMF generates the QoS Monitoring configuration for RAN: normal data transmission interruption event measurement indication, congestion information measurement indication.


-  The UPF enables the data rate measurement and report the measured data rate. The UPF also detects and reports the normal data transmission interruption and the congestion information.
-  The RAN reports the congestion information and the normal data transmission interruption event ( i.e. the data transmission interruption due to handover or redirection) to the UPF.

6.X.3
Procedures

6.X.3.1
Procedure for subscribing information
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Figure 6.X.3-1: subscribing Normal Data Transmission Interruption event and Date Rate
1.
The AF subscribes the data rate for the service flow, the normal data transmission interruption event of the UE, the congestion information by sending Nnef_EventExposure_Subscribe request (UE address, flow description(s), event ID(s)).

2.
The NEF authorizes the AF request.

3.
The NEF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Subscribe request to subscribe the data rate for the service flow, the normal data transmission interruption event of the UE and the congestion information. 

4.
Upon reception of the subscribe request of the data rate for the service flow, the PCF generates a QoS monitoring policy for the data rate measurement.


Upon reception of the subscribe request of the normal data transmission interruption event of the UE, the PCF generates a QoS monitoring policy for the normal data transmission interruption event measurement.


Upon reception of the subscribe request of the congestion information, the PCF generates a QoS monitoring policy for the congestion information measurement.


The QoS monitoring policy for data rate measurement includes data rate measurement indication, data rate measure frequency, date rate report threshold. The date rate report threshold may include: data rate =0, data rate reaches a data rate scope, e.g., [X, Y].

The QoS monitoring policies for the normal data transmission interruption event and the congestion information measurement includes normal data transmission interruption event measurement indication,
5.
The PCF responds to the NEF a Npcf_Policy Authorization_Create response.

6.
The NEF sends a Nnef_AFsessionWithQoS_Create response message to the AF. 
7.
The PCF initiates SM Policy Association Modification Request (PCC rule (QoS monitoring policy)) to the SMF. 

Based on the QoS monitoring policy for data rate measurement from the PCF, the SMF generates the QoS Monitoring configuration for UPF: data rate measurement indication, data rate measure frequency, date rate report threshold.


Based on the QoS monitoring policy for normal data transmission interruption event measurement from the PCF, the SMF generates the QoS Monitoring configuration for RAN: normal data transmission interruption event measurement indication, congestion information measurement indication.

8.
The SMF replies SM Policy Association Modification Response to the PCF. 

9.
The SMF initiates N4 Session Modification Request (QoS Monitoring configuration) to the UPF.

NOTE 2:
This allows the UL packets with the QFI of a new or modified QoS Flow to be transferred.

   Upon reception of QoS Monitoring configuration, the UPF enables the data rate measurement and report.
10.
The UPF(s) respond to the SMF. 


11.
For SMF requested modification, the SMF invokes Namf_Communication_N1N2MessageTransfer ([N2 SM information] (PDU Session ID, QFI(s), QoS Profile(s), QoS Monitoring configuration), N1 SM container)).
12.
The AMF may send N2 ([N2 SM information received from SMF], NAS message (PDU Session ID, N1 SM container (PDU Session Modification Command))) Message to the (R)AN.

   Upon reception of QoS Monitoring configuration, the RAN enables the normal data transmission interruption event measurement, congestion information measurement and report. When UE handover or redirection happens and causes data transmission interruption, the NG RAN reports the normal data transmission interruption event.
14.
The (R)AN may acknowledge N2 PDU Session Request by sending a N2 PDU Session Ack Message to the AMF.

15-16.
The AMF forwards the N2 SM information and the User location Information received from the AN to the SMF via Nsmf_PDUSession_UpdateSMContext service operation. The SMF replies with a Nsmf_PDUSession_UpdateSMContext Response.

17-18.
The SMF may update N4 session of the UPF(s) that are involved by the PDU Session Modification by sending N4 Session Modification Request message to the UPF.

6.X.3.2
Procedure for notify of information
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Figure 6.X.3-2: Normal Data Transmission Interruption event and measured Date Rate

1a&2. When the Normal Data Transmission Interruption event or congestion situation happens, the NG RAN indicates the event or congestion information in the header of the UL data. If there is not UL data, RAN creates some UL dummy packets for reporting, as the existing QoS monitoring mechanism in 23.501[2]. Upon detection of the Normal Data Transmission Interruption event from the UL data, the UPF triggers the Nupf_EventExposure_Notify message to report the event. 
1b. When the data rate reaches the data rate report threshold, the UPF triggers the Nupf_EventExposure_Notify message to report the measured data rate.

3. The UPF sends a Nupf_EventExposure_Notify message (measured data rate, Normal Data Transmission Interruption event, congestion information) to the NEF.
4. The NEF sends a Nnef_Nnef_EventExposure_Notify (measured data rate, Normal Data Transmission Interruption event, congestion information) message to the AF.
6.X.4
Impacts on services, entities and interfaces
AF:

-
Subscribe the data rate for the service flow, the normal data transmission interruption event of the UE and the congestion information from 5GC.

PCF:

-
Generate the QoS monitoring policies for the data rate measurement, the normal data transmission interruption event measurement, and the congestion information measurement.

SMF:

-
Generate the QoS Monitoring configurations for the data rate measurement, the normal data transmission interruption event measurement, and the congestion information measurement.

RAN:

-
Detect and report the congestion information and normal data transmission interruption event to UPF.
UPF:
-  Enable the data rate measurement and report the measured data rate.

-   Detect and report normal data transmission interruption and congestion information.

NEXT CHANGES
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END OF CHANGES
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